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Description:  This document logs my cybersecurity home lab journey, a space to record experiments, 
discoveries, and lessons as I explore ethical hacking, malware analysis, and system defense. All testing is 
done safely in a controlled lab using Kali Linux, virtual machines, and security tools. The goal is to gain 
hands-on experience, deepen my understanding of cybersecurity, and track my progress over time. 
 

Installing Metasploitable 2 in VBOX 

 

TL;DR  
Metasploitable 2 is an intentionally vulnerable virtual machine so people can use it for 
security training and practice penetration testing techniques. It is based on the Linux OS and 
is distributed by Rapid7. 
 
Overview / Goal 
 
In this document, I will be noting my journey of installing Metasploitable 2 so I can practice 
my penetration testing skills in future labs. 
 
  

Tools & Environment  
●​ VPN / Lab: VBox 

 
●​ Tools used (brief): Kali Linux Virtual Machine (Needed to attack the vuln 

machine itself.) 

Download 



 

Visited Sourceforge for link. 
 

 
​
Here, I am extracting the given file via WinRar. (I chose to do Extract Here) 

 
Content of files after extraction is complete 

Setup via VBOX 



 

I Click on New to setup the Virtual Machine 

 

This is my setup for the vuln machine so far, I made sure to put Other Linux for sub type. 



 

Kept these defaults, doesn’t really matter to increase it from here. 

 



When I was here, I clicked on the file to the right near an existing virtual hard disk file.. 

 

Click on add 

 

Navigate to the file that you extracted, which is metasploitable 2 and double click on it. 



 

Quick Summary 

Connection: Kali linux —> Metasploitable 2 (Getting them on the 
same network!) 

 

Navigate over here ( For some reason, I didn’t have network manager at first, I had 
to change this in the settings by going into preferences and going into advance 
mode.) 



 

Created a nat network via network manager. Changed IPv4 prefix as well as the 
name. 

 

I then assigned both of the virtual machines there nat networks with the 
corresponding name, one for Kali Linux, and of course the metasploitbale 2. (Note, I 
went into settings for this and went to the network options.) 

 

 



Launching 

 

Metasploitable 2 is up and running! 

 



I signed in with the password msfadmin and msfadmin, both the user and password 
are the same. Also did the command ifconfig (as u can see I accidentally did 
ipconfig!)  

 

Then I launched my kali linux virtual machine and used the ping command to see if 
it was an active connection, and well, it worked! Now we have a working vuln 
machine we can use in later labs! 

+++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++ 
 

Active Recon / discovery  

 

TL;DR  
In this section, I am going to use various commands to get information (recon)  on my vuln 



machine, the metasploitable 2 we installed earlier.  
 
Overview / Goal 
 
I want to get more hands-on experience in the cli, using various commands such as nmap 
and more. I also want to see the actual vulnerabilities in my machine. What exactly makes it 
vulnerable? 
 
  

Tools & Environment  
●​ VPN / Lab: VBox 

 
●​ Tools used (brief): Kali Linux Virtual Machine (Needed to attack the vuln 

machine itself.) 

Discovery 

 

●​ I used ifconfig to give me the ipv4 address (the inet addr one 



 

●​ I did nmap -sn on the iP address on my kali linux machine to scan the live 
hosts on the network. As you can see oracle virtualbox is there! Which is pretty 
neat. 

 

●​ I did an ARP-based discovery using the following command sudo 
arp-scan –interface=eth0 192.168.1.4 Of course, some of the 
permissions were denied but it did return 08:00…etc, indicating that is 
my ms2 (metasploitable 2 vm) 



 

●​ Quickly did a ping on the IP, I did this because I was away from 
my computer for a bit and wanted to make sure it is still live, did 
-c 5 so it can it only ping 5 times. 

 

●​ Over here I did a quick nmap scan, -F for the small list of common ports, its 
just faster and probably less noisy, and then of course I saved the output to a 
text file, named nmap_fast.txt. This is a useful command just to quickly see 



the open services that are open.. In the next picture I am going to attempt a 
sS command. 

 

 

All right over here I did an -sS scan, which is pretty much half of a handshake, 
sending an RST so I can avoid the complete TCP handshake, thus making me 
more sneaky ; )  

I did T4, which is just faster timing. The -Pn was used so i can be on no host 
discovery. -p- was used so I can scan all of the possible ports, which ranges 
from 1 - 65k. It’s pretty similar to the other screenshot but we got some 
unknown services at the end. 



 

●​ Over here I did the command -sV to see the versions that are running 
in the ms2, which is actually really helpful, look at how much 
information we got? Also, I did -p- originally but I realized that was 
taking a little too long so I switched over to -F so its faster and saved it 
to a text file. 

●​ Cool neat thing, you know it’s metasploitable because you can see the 
service info host displayed. 

 



 

 



●​ I did -sC command for this, which gave us a lot of information of course 
●​ Basically did a deep scan, since it is a built in script, grabbing the weak config 

checks 
●​ Figured out that the host is still up, and I know it is on a vbox of course, the 

mac address exposes that. 
●​ We also saw that 82 ports are closed! 

 

+++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++ 
Vuln scanning and More 

TL;DR  
Metasploitable 2 is an intentionally vulnerable virtual machine so people can use it for 
security training and practice penetration testing techniques. It is based on the Linux OS and 
is distributed by Rapid7. 
 
Overview / Goal 
 
In this part, I will be noting some of the commands that I will be doing to ms2, primarily vuln 
scanning, things that are outdated and cve’s. Of course, my machine that I am using to carry 
out these attacks is my kali linux vm, which is hosted by Vbox. 
 

 

●​ I did the command nmap –script vuln -sV -O -T4 at the target iP address. 
●​ Of course, this took a while, I was waiting about 3 minutes and as you can see 

I kept pressing enter to see how much longer it would take haha. 



●​ It provided a long list of vulns and CVE’s, which is the main goal for this 
command 

●​ I did -T4 to make it faster and this is more aggressive too. Doesn’t really 
matter here, I’m pen testing my own machine.  

 

 

●​ Over here, we can see that we have detected one of the most famous vulns in 
ms2. 

●​ As you can see, it says that the current state is exploitable for vsftpd, and is 
running the version of 2.3.4 The state is of course open 

●​ CVE was published in the year of 2011/ 
●​ Well, why is it so exploitable and malicious? Well, it says here. It’s because it 

contains a built-in backdoor that gets placed by a malicious dev. The score 
that it has is a 10.0, which is the MAXIMUM severity. Pretty neat! 

 

●​ This is one of the most important lines in this report. 
●​ Basically, the nmap script essentially used the backdoor to run the command 

id on the target and the output gives us root.  
●​ And, of course, we know what root means! Full system control Big no no! 



 

●​ This one is pretty neat. It showcases all of the possible SQLi (SQL 
injections) for the following queries.  

 

●​ For this part, I used gobuster,  which essentially brute forces the 



web paths by taking a wordlist, and the wordlist I used was 
common.txt, and it is trying teach word for a directory.  

●​ This is important because we can find hidden pages, such as dev 
or even admin. With this we can even find sensitive files like 
login info or misconfigured directories that can be exploitable  

●​ Here, I was able to find phpmyadmin, which is very outdated. 

 

●​ Over here I did a leak to extract passwords 
●​ I logged in with the target iP via mysql 
●​ Funny thing is, since the password is blank, all I had to do was press enter. 
●​ Then I did SQL command by selecting the Hosts, user, passwords from the 

mysql.user 

+++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++ 
Password-Cracking, Accessing Ms2 via Telnet, and 
more. 

TL;DR  
Metasploitable 2 is an intentionally vulnerable virtual machine so people can use it for 
security training and practice penetration testing techniques. It is based on the Linux OS and 
is distributed by Rapid7. 
 
Overview / Goal 



 
In this section, I will be hacking myself into my ms2 vuln machine by using hydra.  Once I get 
credentials, I can then use those credentials to do a remote connection to the machine via 
telnet, thus accessing the vuln machine.  

 

●​ First I put myself into root so things are just easier! 

 



●​ Over here, I just make sure that my ms2 is active and running and I do this 
with the ping command. I make sure to do -c 5, so it just does it 5 times, I just 
want to see if it's alive. 

 



 

●​ For this command, I did hydra on the text file rockyou.txt, which is a list of 
commonly used passwords. For the purposes of the assignment since I 
already know the password to my vuln machine, I won’t let this whole thing 
run, as it’ll take a long time, but you get the point. I am using hydra to retrieve 
the password and access telnet using that. There are about 14 million 
passwords stored in rockyou.txt, which is absurd!  

●​ Before, I did not use the -t 4 command and it was super slow, but after adding 
this command my results doubled the speed. WhyS? More threads mean 
faster speeds. Also I did -l msfadmin because that is the specific user I would 
like to brute force. 



 

●​ Before we access the machine via telnet.. Let’s first see if Telnet is even 
running or not on the vuln machine. 

●​ I did nmap for this of course and specified -p 23 only as that is the port 
for telnet 

●​ As you can see, it is open! Let us now connect. 



 

●​ Now I am going to use the telnet command, unsecure Remote, on ms2. Since I 
know the IP address of the machine as well as the login info (Would’ve 
obtained pw by hydra if I didn’t know it) I can now access the machine. 

 

●​ After putting the necessary credentials, you can see that I now have access to 
the machine! How neat is that? 



 

●​ Over here I was just testing some commands to illustrate that I really do have 
access to this machine 

●​ Printed the working directory 
●​ Listed 

 



 

 

 



 

●​ This illustrates that I successfully hacked into my ms2 vulnerable 
machine! Created a simple txt file. 

+++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++ 
Extras, Exploits, Backdoor. (mostly misc) 



 
●​ Used the command msfconsole to enter metasploit  

 

 
●​ Searched for the backdoor, vsftpd. 
●​ After doing so, I issued the command for the matching 

module, which is the unix ftp one as it is done in the 
screenshot 

 

 



●​ I did Rhosts on the target IP, which is my ms2, and this gives me access to 
root. 

●​ How did I know I could do this? Well. Earlier in the NMAP report, we were 
warned about that we could do this.  

●​ This is incredibly scary as I could get root this easily from this command. 

 

●​ Over here, I did some commands to illustrate that I do have access as well as 
root! 

 

 



 

●​ Over here, I have accessed the target machine with FTP. Used the password 
Anon as well as user Anon (Not quite secure, but hey! It is a vuln machine after 
all.) 

 

+++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++ 

Transitioning away from MS2 VULN 
MACHINE:  


